
 

Project Cassandra III: Identification 
Assessment of Bitcoin's C++ 
Implementer (The "Unknown Coder") 
 

 

The Digital Ghost: Reconstructing the Coder's 
Complete Forensic Signature 
 

To identify a target as elusive as Bitcoin's C++ implementer—the "Unknown Coder"—requires 
the construction of a forensic signature of the highest possible resolution. This signature, or 
profile, is not speculative; it is a composite of verifiable technical, temporal, and behavioral 
markers extracted from the digital artifacts left behind by the coder. This section synthesizes 
all available intelligence to establish a definitive, multi-faceted portrait of the individual. This 
profile serves as the analytical baseline against which all candidates, existing and new, will be 
rigorously measured. It is the foundational tool for inclusion, exclusion, and confidence 
scoring throughout this assessment. 

 

Temporal/Geographic Signature: The "London Night Owl" 
 

The single most critical piece of intelligence that geographically isolates the coder is found in 
the project's version control history on SourceForge. A comprehensive analysis of all 169 code 
commits attributed to the Satoshi Nakamoto persona between 2009 and 2010 reveals that 
every single commit possesses a timestamp consistent with British Summer Time (BST), or 
UTC+1.1 This data point is a powerful and unwavering geographic marker, directly implicating 
an individual operating within the United Kingdom or a compatible European time zone, such 
as Central European Time (CET) or Western European Summer Time (WEST). 

This finding gains profound significance when contrasted with the metadata embedded within 
the foundational documents of the Bitcoin project. Forensic analysis of two separate drafts of 
the Bitcoin whitepaper reveals PDF timestamps with US Mountain Time Zone offsets (-07'00' 



and -06'00').1 This direct and irreconcilable conflict between the time zones of the 
architectural document and the subsequent implementation work provides powerful, albeit 
unintentional, evidence of a geographically distributed team. It allows for the analytical 
isolation of the coding function to a specific, non-US time zone, distinct from the US-based 
architect (hypothesized to be Nick Szabo).1 

When the BST-stamped commit activity is plotted over a 24-hour cycle, a distinct behavioral 
pattern emerges. The activity clusters heavily in the late evening and early morning hours, 
consistent with a "night owl" work schedule for someone based in the UK.1 This pattern 
suggests that the development work was likely performed outside of conventional business 
hours, either as a secondary project alongside a day job or as a matter of personal habit. The 
consistency of this pattern across the entire development period indicates a deeply ingrained 
schedule rather than a temporary or sporadic work arrangement, solidifying the "London 
Night Owl" temporal signature as a core component of the coder's profile.1 

 

Technical Fingerprint: The 1990s Microsoft C++ Practitioner 
 

Analysis of the original Bitcoin v0.1 codebase reveals a distinct and idiosyncratic coding style 
that provides a clear technical fingerprint of the developer. This fingerprint points not just to a 
language proficiency but to a specific developmental era and ecosystem, creating a powerful 
filter for candidate evaluation. 

The initial release of the Bitcoin software was written exclusively for the Windows operating 
system.1 This is confirmed by its use of Windows-specific newline characters (\r\n) and the 
fact that early non-Windows users were required to run the software via emulation layers like 
Wine.1 This Windows-only focus strongly suggests the use of Microsoft Visual Studio as the 
primary integrated development environment (IDE), the dominant tool for professional 
Windows development during that period.3 

The code itself employs conventions that were common in the 1990s but had become largely 
anachronistic by 2008. The most notable of these is the use of Hungarian notation, a 
variable-naming convention that prefixes variable names with characters indicating their data 
type (e.g., psz for a pointer to a zero-terminated string).4 This practice was heavily associated 
with Microsoft's development ecosystem and was taught as a standard in the 1990s but had 
been largely abandoned by the wider C++ community in favor of more modern, less verbose 
styles by the late 2000s.1 This combination of a Windows-only environment and an older 
coding style points to a developer whose formative professional experiences were likely in the 
1990s, outside the burgeoning Linux-based open-source culture that was more common in 



Europe at the time of Bitcoin's creation.1 

Despite these somewhat dated conventions, the quality of the code itself was exceptionally 
high. Early developers and analysts who reviewed the codebase described it as 
"production-grade," "brilliant," and "tightly written".1 Crucially, it was free of the common 
low-level memory management errors that plague less experienced C++ programmers, such 
as buffer overflows, stack smashes, or double frees.1 This indicates a highly skilled and 
experienced practitioner with deep expertise in C++. 

However, the codebase also lacked modern development practices that were becoming 
standard in professional software engineering by the late 2000s. There was a notable and 
complete absence of unit tests, a practice that was less common for solo developers in the 
1990s but was considered essential for robust, team-based development by 2008.1 Early 
Bitcoin developer Jeff Garzik later described the code as "messy, self-taught, and 
disorganized" but functional, similar to code written by a scientist or engineer focused on 
solving a specific problem rather than adhering to formal software engineering principles.1 
This technical fingerprint converges on a specific developer archetype: a highly skilled, 
experienced C++ programmer, likely self-taught or having learned their craft in the 1990s, who 
was comfortable working alone in a Windows environment and had not adopted the 
collaborative, test-driven methodologies of the modern era. 

 

Behavioral Profile: The High-OPSEC Recluse 
 

The "Unknown Coder" has remained completely unidentified for over a decade, a testament to 
an extremely high level of operational security (OPSEC) and personal discipline. This is a key 
behavioral trait that must be considered with equal weight to the technical and temporal 
evidence. The individual was not a public figure who sought recognition; they were recruited 
privately, performed a specific and highly complex technical task, and then vanished from the 
project without a trace.1 

This pattern of behavior suggests a personality that is reclusive, security-conscious, and 
motivated by the project's ideology or the technical challenge itself, rather than personal 
fame or fortune. The coder's ability to maintain complete anonymity, even as Bitcoin grew into 
a global phenomenon, indicates an exceptional and sustained commitment to privacy. This 
high-OPSEC posture is a critical filter for evaluating candidates, as it makes public figures or 
individuals with a history of seeking credit for their work less likely matches. The ideal 
candidate would have a minimal public footprint and a demonstrated capacity for discretion.1 

 



Forensic Attribute Profile 
Specification 

Key Evidence Analytical 
Implication 

Geographic 
Location 

United Kingdom or 
compatible 
European time zone 
(CET, WEST) 

All 169 SourceForge 
commits use 
timestamps 
consistent with 
British Summer 
Time (BST).1 

Narrows the 
geographic search 
field to a specific 
region, excluding 
candidates based 
in the Americas, 
Asia, or Australia. 

Development 
Environment 

Windows / 
Microsoft Visual 
Studio 

Initial Bitcoin v0.1 
release was 
Windows-only; 
code used \r\n 
newlines.1 

Points to a 
developer whose 
primary experience 
is within the 
Microsoft 
ecosystem, rather 
than the 
Linux/open-source 
world. 

Primary Language C++ Bitcoin's original 
reference 
implementation 
was written entirely 
in C++.1 

The candidate must 
be an expert-level 
C++ practitioner, 
not merely 
proficient. 

Coding 
Conventions 

Hungarian Notation Idiosyncratic use of 
a naming 
convention popular 
in the 1990s 
Microsoft 
ecosystem.1 

Acts as a powerful 
generational and 
environmental 
marker, suggesting 
a developer whose 
formative years 
were in the 1990s. 

Code Quality Production-grade, 
tightly written, no 
low-level memory 
errors 

Analysis by early 
developers noted 
the code's 
robustness and 
lack of common 

The candidate must 
be a highly skilled 
and experienced 
programmer, not a 
hobbyist. 



C++ bugs.1 

Development 
Practices 

Absence of unit 
tests; style of a solo 
developer 

Lack of modern 
team-based 
practices suggests 
habits formed in 
the 1990s.1 

The coder was 
likely accustomed 
to working alone 
and had not 
adopted modern 
agile/test-driven 
development 
methodologies. 

Operational 
Security 

Extremely high; 
identity remains 
completely 
unknown 

The coder has 
never been 
identified, 
indicating 
exceptional 
personal discipline 
and OPSEC.1 

The candidate is 
likely a reclusive 
individual, not a 
public figure, and is 
not motivated by 
public recognition. 

 

Resolving Foundational Contradictions: A 
Re-evaluation of Tier-1 Candidates 
 

The investigation into the "Unknown Coder" has long been dominated by two primary 
candidates: Adam Back and Gary Howland. Each presents a compelling but incomplete case, 
marked by significant evidentiary contradictions or data gaps. This section directly confronts 
these foundational issues, introducing new analysis and context to re-evaluate their 
candidacies and adjust their respective confidence scores. The objective is to move beyond 
the current impasse by either resolving these conflicts or clarifying their significance. 

 

The Adam Back C++ Paradox 
 

Adam Back, a British cryptographer and inventor of Hashcash, presents as a near-perfect 
candidate on several key forensic markers. He is a confirmed UK resident, fulfilling the BST 
timestamp requirement.1 He holds a PhD in Distributed Systems from the University of Exeter 
and has a long career as an applied cryptographer, possessing the elite technical skills 



required to implement the Bitcoin protocol.7 Furthermore, he was in the immediate intellectual 
orbit of the project, being one of the first two people Satoshi contacted for feedback on the 
whitepaper in August 2008.1 

The central paradox of his candidacy lies in his documented technical preferences and public 
record. Back is on public record stating he is "philosophically an anti-C++ person preferring 
C".1 This statement is a significant contradiction to him choosing to implement a massive, 
from-scratch project in a language he philosophically opposes. This is compounded by the 
fact that his public GitHub profile shows no C++ projects, and analysis of his most famous 
work, Hashcash, reveals it is primarily written in C.8 

However, this apparent contradiction may be subject to an alternative interpretation. The 
Bitcoin codebase itself, while functionally robust, has been described as stylistically dated, 
"messy," and lacking in modern C++ idioms.1 This description aligns precisely with the type of 
code one might expect from a C purist who is compelled, for reasons of library availability or 
other project constraints, to write in a C++ environment. Such a developer would likely 
produce "C with classes"—code that uses C++ syntax but adheres to a C-like procedural 
structure, avoiding more complex object-oriented features. This would match the forensic 
fingerprint of the Bitcoin source code almost perfectly. 

From this perspective, Back's public "anti-C++" statement is not necessarily a denial of 
capability but could be an accurate description of a programming philosophy that would 
produce code that looks exactly like Bitcoin's. This transforms the contradiction from a 
potential disqualifier into a potential "tell." The statement could be a form of truthful 
misdirection—a sophisticated OPSEC tactic where a fact (his preference for C) is used to 
create a misleading conclusion (his inability or unwillingness to be the C++ coder). While one 
source mentions his "proficiency in C++ coding," this remains unverified by public code 
samples.11 The paradox persists, but it is not insurmountable and can be plausibly reframed as 
consistent with his candidacy under a high-OPSEC scenario. 

 

Closing the Gary Howland Data Gap 
 

Gary Howland emerges as a high-potential candidate not through public cryptographic 
circles, but through a direct network-analysis vector originating from a core member of the 
"Satoshi Team." The high-confidence hypothesis posits Ian Grigg as the project's 
communicator and manager.1 A review of Grigg's work reveals a focus on financial 
architecture and accounting, not low-level C++ implementation, creating a "C++ Gap" that 
would necessitate the recruitment of a specialist coder.1 

Gary Howland is the most logical and OPSEC-sound candidate to fill this role. He is the only 



known direct technical collaborator with Ian Grigg on a major, directly analogous financial 
cryptography project: the Ricardo payment system.1 The data gap in his candidacy has always 
been the lack of definitive proof of his C++ expertise and, most critically, his geographic 
location during the 2008-2010 period. 

New analysis of Ian Grigg's public statements closes one of these gaps and significantly 
elevates Howland's candidacy. In a tribute to Howland, Grigg explicitly confirms his technical 
role and skills. Grigg states that Howland designed the "Systemics Open Transaction (SOX)" 
protocol, the engine behind Ricardo, and that Howland wrote the core library for the system in 
C.12 In a separate interview, Grigg recounts how he and his "friend Gary Howland" decided to 
build a financial ledger system together in the mid-1990s after Howland's work at DigiCash.13 

This is a critical breakthrough. It confirms, from a primary source, that Howland was not 
merely a collaborator but was Grigg's trusted C systems programmer for a secure, flexible 
payment system—a skillset perfectly analogous to the requirements for building Bitcoin. The 
Ricardo system's client application was written in Java, but the core engine, Howland's work, 
was low-level C, a much better fit for the Bitcoin implementation.12 This moves Howland from a 
person of interest to the prime candidate via the "insider recruitment" vector. 

The remaining data gap is his location. Open-source intelligence on his whereabouts during 
the 2008-2010 period is ambiguous, with one unconfirmed data point suggesting a move to 
the US in 2010.1 However, his earlier work with Grigg and at DigiCash in Amsterdam places him 
firmly in Europe.13 His very low public profile and lack of interaction on public mailing lists align 
perfectly with the high-OPSEC, reclusive nature of the "Unknown Coder".1 His candidacy is 
now entirely contingent on confirming his UK or European residency during the critical 
development period. 

 

Forensic Attribute Adam Back Gary Howland 

Geographic Location Strong Match: Confirmed 
UK resident during the 
2008-2010 period.1 

Data Gap: European 
residency in the 1990s is 
confirmed (DigiCash, 
Amsterdam).13 UK/EU 
location during 2008-2010 
is unconfirmed but 
plausible. 

C++ Expertise Contradictory: Publicly 
stated preference for C 
over C++.1 No public C++ 
code available.[9] 

Strong Match: Confirmed 
by Ian Grigg to have written 
the core C library for the 
Ricardo/SOX payment 



Described as proficient, 
but evidence is lacking.11 

system.12 Possesses the 
required low-level systems 
programming skills. 

1990s Microsoft Style Plausible: His formative 
years as a developer were 
in the 1990s. Hashcash 
source includes a project 
file for Microsoft Visual 
C++.[15] 

Plausible: His formative 
work on Ricardo/SOX was 
in the mid-1990s.12 The 
development environment 
is unknown but a Windows 
background is possible for 
a systems programmer of 
that era. 

Link to Satoshi Team Strong Match: Direct email 
contact with "Satoshi" in 
August 2008 regarding the 
whitepaper.1 

Very Strong Match: 
Direct, long-term technical 
collaborator with Ian Grigg, 
a principal of the Satoshi 
team, on a directly 
analogous project.[1, 13] 

Behavioral Profile Mismatch: A very public 
and well-known figure in 
the cryptography 
community. Would require 
extreme discipline to 
maintain anonymity.1 

Strong Match: Very low 
public profile. Lack of 
public interaction aligns 
perfectly with the 
high-OPSEC, reclusive 
nature of the coder.1 

Final Confidence Score Medium Medium (Data Deficient) 

 

Widening the Aperture: New Investigative Vectors and 
Candidate Generation 
 

To move beyond the established but unresolved candidacies of Back and Howland, this 
investigation executed new analytical vectors designed to proactively identify individuals who 
match the highly specific forensic profile of the "Unknown Coder." The premise of this effort is 
that a specialist with such a unique combination of skills—expert-level C++ from the 1990s 
Microsoft ecosystem, a UK/EU location, and an interest in financial cryptography—would likely 
have been active within a finite and discoverable set of professional and intellectual circles 



during the critical 2007-2009 period. 

 

Vector Analysis: The European Financial Cryptography Circuit 
(2007-2009) 
 

This investigative vector involved a forensic review of the public records of two key academic 
conferences that occurred in the period immediately preceding Bitcoin's development and 
launch. The goal was to identify UK and European-based presenters, authors, and committee 
members with the requisite technical skills who were operating in the same intellectual space 
as the Bitcoin project's principals. 

 

Financial Cryptography and Data Security 2008 (FC08) 

 

The program for FC08, held in January 2008, provided a rich list of potential persons of 
interest.16 A systematic analysis of the presenters and their affiliations yielded a filtered list of 
individuals based in the UK and Europe with relevant expertise: 

●​ United Kingdom: 
○​ Tyler Moore and Richard Clayton (University of Cambridge) 
○​ Yvo Desmedt (University College London) 
○​ Shane Balfe and Kenneth Paterson (Royal Holloway, University of London) 

●​ Europe: 
○​ Netherlands: Tanja Lange (Technische Universiteit Eindhoven) 
○​ Hungary: Daniel Nagy (ELTECRYPT, Eotvos University) 
○​ Belgium: Jean-Jacques Quisquater, Gildas Avoine, Kassem Kalach (Université 

Catholique de Louvain) 
○​ France: Yannick Seurin, Henri Gilbert, Matthew Robshaw (France Telecom R&D); 

Sebastien Canard, Jacques Traore (Orange Labs); Aline Gouget (Gemalto) 
○​ Germany: Thomas Schneider (University of Erlangen-Nuremberg); Tim Gueneysu, 

Christof Paar (Ruhr University Bochum) 
○​ Norway: Andre Klingsheim, Kjell Jørgen Hole, Yngve Espelid, Lars-Helge Netland 

(University of Bergen) 
○​ Spain: Antonio San Martino, Xavier Perramon (Universitat Pompeu Fabra) 
○​ Belarus: Nadzeya Shakel (Belarusian State University) 

Each of these individuals was active at a high level in the financial cryptography field at the 
exact time the Bitcoin implementation was likely underway. They were then subjected to a 



secondary filtering process to assess their match against the specific C++ and behavioral 
aspects of the coder's profile. For example, a review of Richard Clayton's background shows 
he was a software developer in the 1990s who created "Turnpike," an early Internet access 
package for Windows, indicating a potential match for the technical environment.17 Similarly, 
profiles of other academics and researchers were reviewed for evidence of C++ systems 
programming, a Windows development background, and a low public profile. Most were 
disqualified due to a focus on theoretical cryptography, a different programming background 
(e.g., Java, Python), or a highly public academic profile inconsistent with the coder's reclusive 
nature. However, this vector successfully generated a pool of names for deeper investigation. 

 

8th Central European Conference on Cryptography 2008 (CECC08) 

 

A similar analysis was conducted for CECC08, held in Graz, Austria, in July 2008.18 The list of 
invited speakers and contributed talks was reviewed to identify European academics and 
researchers with a potential C++ or systems-level background. Notable presenters included 
individuals from Technische Universität Darmstadt (Germany), INRIA (France), and a joint 
paper by Joan Daemen, Vincent Rijmen and others with affiliations in Graz and Leuven.18 While 
this conference had a more theoretical focus than FC08, it confirmed the active and 
interconnected network of European cryptographers during this period, providing further 
names for cross-referencing and potential future analysis. 

 

Vector Analysis: The Cryptography Mailing Lists 
 

This vector targeted the cryptography@metzdowd.com mailing list, the niche online forum 
where Satoshi Nakamoto first announced the Bitcoin whitepaper on October 31, 2008.19 This 
list represents a primary source of individuals who were not only interested in cryptography 
but were in the direct path of Satoshi's initial outreach. The methodology for this vector is to 
conduct a deep analysis of the list's archives from the 2007-2009 period to identify active 
participants who meet the coder's profile: UK/EU-based, demonstrating C++ expertise, and 
exhibiting a 1990s-era technical mindset. 

Execution of this vector is currently constrained by the limited availability of a fully searchable, 
header-rich archive of the mailing list for the specified period.21 The available records confirm 
Satoshi's posts and some of the ensuing discussion but do not provide the comprehensive 
dataset needed for a full forensic analysis.22 

Should a complete archive become accessible, the investigative procedure would be as 



follows: 

1.​ Geographic Filtering: Extract and analyze the headers of all emails from the 2007-2009 
period to identify participants posting from IP addresses or with server timestamps 
corresponding to UK/European time zones. 

2.​ Technical Filtering: Conduct keyword searches within the email bodies for terms 
indicative of the coder's technical profile, such as "C++", "Visual C++", "MFC" (Microsoft 
Foundation Class Library), "Win32", and discussions of low-level systems programming. 

3.​ Behavioral Analysis: Assess the posting style and content of filtered individuals for 
alignment with the reclusive, non-public persona. Individuals who frequently engaged in 
self-promotion would be deprioritized. 

This vector remains a high-potential but currently unexecuted line of inquiry. The individuals 
who were technically proficient and active on this specific mailing list at that specific time 
represent a highly concentrated pool of potential candidates. Access to the full archives is a 
critical objective for any future investigation. 

 

Dossiers on New High-Probability Candidates 
 

The investigative vectors outlined in the preceding section, particularly the deep analysis of 
the Financial Cryptography 2008 conference, successfully generated a list of persons of 
interest. After a rigorous filtering process against the complete forensic profile, most of these 
individuals were disqualified due to a mismatch in technical skills (e.g., focus on theoretical 
math, non-C++ programming), a highly public profile inconsistent with the coder's reclusive 
nature, or a geographic location outside the target zone. However, the analysis did not yield a 
new candidate with a sufficiently strong and complete match to warrant a full dossier at this 
time. 

The process did, however, highlight the profile of Richard Clayton (University of Cambridge) 
as a noteworthy person of interest requiring further investigation. 

 

Person of Interest Dossier: Richard Clayton 
 

●​ Identifier: Dr. Richard Clayton, Security Researcher, University of Cambridge Computer 
Laboratory.17 

●​ Vector of Discovery: Identified as a co-author and presenter ("Evaluating the Wisdom of 
Crowds in Assessing Phishing Websites") at the Financial Cryptography 2008 (FC08) 



conference, placing him in the correct intellectual and temporal space.16 

●​ Forensic Profile Match Analysis: 
○​ Geographic/Temporal: Strong Match. Clayton was based at the University of 

Cambridge, UK, during the 2008-2010 period.17 

○​ Technical Skill: Partial/Plausible Match. Clayton's background is highly compelling. 
He is described as a "software developer by trade" who, in the 1990s, developed 
"Turnpike," one of the first Internet access packages for Windows.17 This experience 
directly aligns with the "1990s Microsoft C++ practitioner" profile. It demonstrates 
formative experience in the correct ecosystem (Windows), language (C/C++ being 
the standard for such systems-level software at the time), and era. 

○​ Domain Interest: Strong Match. His academic work focuses on information security, 
including email spam and phishing, which are related to the denial-of-service 
problems that proof-of-work systems like Hashcash and Bitcoin were designed to 
address.17 His presence at FC08 confirms his activity in the financial cryptography 
domain. 

○​ Behavioral Profile: Potential Mismatch. While an academic, Clayton has a 
significant public profile. He has acted as a "specialist adviser" for the UK House of 
Lords, is a regular media commentator, and has assisted parliamentary groups.17 This 
level of public engagement appears inconsistent with the high-OPSEC, reclusive 
nature of the Unknown Coder. It would require a stark and disciplined separation 
between his public and private activities. 

●​ Confidence Score and Justification: Low. Richard Clayton is a compelling person of 
interest due to his unique background as a 1990s-era Windows developer who 
transitioned into a UK-based security academic active in the financial cryptography 
scene. He is one of the few individuals identified who bridges these specific worlds. 
However, his public-facing role as an advisor and media commentator presents a 
significant behavioral mismatch with the coder's profile. Furthermore, there is no known 
link between him and the core Satoshi team (Szabo/Grigg). He remains a candidate for 
whom further intelligence, particularly regarding any private collaborations or a sample of 
his C/C++ code from the Turnpike era, would be highly valuable. 

The investigation concludes that while the targeted search vectors were logically sound, they 
did not uncover a new candidate who surpasses the evidentiary weight of Adam Back or Gary 
Howland. The search successfully narrowed the field and confirmed that individuals matching 
the complete, specific profile are exceedingly rare. 

 

Final Synthesis and Ranked Assessment 
 

This investigation was initiated to widen the search for Bitcoin's "Unknown Coder" by 



identifying new, high-probability candidates and resolving the evidentiary conflicts 
surrounding the existing primary suspects. The analysis synthesized temporal, technical, and 
behavioral intelligence to reconstruct a high-resolution forensic profile of the coder: a 
UK/EU-based, 1990s-era Microsoft C++ practitioner with an exceptionally high degree of 
operational security. This profile served as the rigorous filter through which all candidates 
were evaluated. 

 

Synthesis of Findings 
 

The re-evaluation of the two leading candidates yielded significant shifts in their analytical 
standing. For Adam Back, the central "C++ Paradox" was reframed. His stated preference for 
C over C++ is not necessarily a disqualifier but can be interpreted as a programming 
philosophy that would produce code stylistically similar to Bitcoin's—a "C with classes" 
approach. This, combined with his perfect match on location, expertise, and timeline, keeps 
him as a Tier-1 candidate, with the primary contradiction now viewed as a potential element of 
sophisticated, truthful misdirection. 

The investigation produced a more substantial breakthrough regarding Gary Howland. 
Previously a data-deficient candidate, he has been elevated to a prime suspect through the 
"insider recruitment" vector. Direct statements from Ian Grigg, a principal of the Satoshi team, 
confirm that Howland was his trusted technical partner and the C systems programmer for 
the Ricardo payment system—a project directly analogous to Bitcoin.12 This establishes a firm, 
logical, and OPSEC-sound recruitment pathway. Howland's candidacy is now contingent 
almost entirely on the single, critical data gap: confirmation of his UK/EU residency during the 
2008-2010 development period. 

The new investigative vectors, designed to identify novel candidates, did not yield an 
individual who presents a stronger overall match than Back or Howland. The forensic review of 
the Financial Cryptography 2008 conference and other professional circles confirmed that 
individuals possessing the coder's unique and anachronistic technical fingerprint are 
exceptionally rare. While a person of interest, Dr. Richard Clayton, was identified due to his 
background as a 1990s Windows developer, his public profile is a significant mismatch with 
the coder's reclusive nature. 

 

Final Ranked Candidate Matrix 
 

The synthesis of all findings produces the following updated, ranked assessment of the most 



likely candidates for the role of the "Unknown Coder." 

 

Rank Candidate Final 
Confidence 
Score 

Summary of 
Supporting 
Evidence 

Summary of 
Contradictory 
Evidence/Dat
a Gaps 

1 Gary 
Howland 

Medium (Data 
Deficient) 

Network Link: 
Direct, 
confirmed 
technical 
collaborator 
with Ian Grigg 
on a directly 
analogous 
financial 
cryptography 
project 
(Ricardo/SOX).
[1, 12] 
Technical 
Skill: 
Confirmed C 
systems 
programmer 
with domain 
expertise in 
payment 
systems.12 
Behavioral 
Profile: 
Extremely low 
public profile 
aligns 
perfectly with 
the coder's 
high-OPSEC, 
reclusive 
nature.1 

Location Data 
Gap: UK/EU 
residency 
during the 
critical 
2008-2010 
period is 
unconfirmed 
and represents 
the single 
most critical 
missing piece 
of evidence. 
Specific 
coding style 
(e.g., use of 
Hungarian 
notation) is 
unknown. 



2 Adam Back Medium Geographic/T
emporal 
Match: Perfect 
match on UK 
location and 
timeline of 
involvement 
(contacted by 
Satoshi in Aug 
2008).1 
Technical 
Skill: PhD in 
Distributed 
Systems and 
career as an 
applied 
cryptographer 
provide the 
necessary 
expertise.7 His 
1990s-era 
experience is a 
plausible fit for 
the coding 
style. 

Technical 
Contradiction
: Publicly 
stated 
preference for 
C over C++.1 
No public 
record of C++ 
projects.[9] 
Behavioral 
Mismatch: 
High public 
profile is 
inconsistent 
with the 
coder's 
reclusive 
persona. 

3 Richard 
Clayton 

Low Technical 
Background: 
Experience as 
a Windows 
software 
developer in 
the 1990s is a 
rare and 
strong match 
for the coder's 
technical 
fingerprint.17 
Geographic/D
omain Match: 
UK-based 
academic 

Behavioral 
Mismatch: 
High public 
profile as a 
media 
commentator 
and 
government 
advisor is a 
significant 
contradiction 
to the coder's 
reclusive 
nature.17 
Network Link: 
No known 



active in the 
financial 
cryptography 
community at 
the correct 
time.16 

connection to 
the core 
Satoshi team 
(Szabo/Grigg). 

 

Concluding Assessment 
 

The preponderance of evidence, synthesized through this investigation, indicates that the 
most probable recruitment pathway for the "Unknown Coder" was through the private, trusted 
professional network of the Satoshi team's principals. This places Gary Howland as the 
highest-probability candidate, despite the current data deficiency regarding his location. The 
logic of the "insider recruitment" model—a project manager (Grigg) hiring his most trusted 
and previously vetted technical specialist (Howland) for a secret project—is more compelling 
and OPSEC-sound than the recruitment of a well-known public figure. Howland's confirmed C 
programming expertise on a payment system, combined with his reclusive public profile, 
presents a stronger holistic match to the forensic signature than any other candidate. 

Adam Back remains a viable, albeit paradoxical, candidate. The circumstantial evidence of his 
location, expertise, and timing is powerful. However, his candidacy requires accepting either a 
significant behavioral contradiction (a public figure acting with perfect anonymity) or a 
sophisticated, long-term misdirection campaign regarding his technical preferences. 

Therefore, the final assessment concludes that while Adam Back cannot be definitively 
excluded, Gary Howland represents a more logical and parsimonious fit for the role of the 
"Unknown Coder." The primary objective for any future intelligence-gathering effort should be 
the definitive confirmation of Gary Howland's geographic location between 2008 and 2010. 
Resolving this single data point would likely resolve the question of the coder's identity. 
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